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U Cyber spending on the rise.

@ O of big businesses plan to increase
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| overall spending on cyber security.

of all large and enterprise firms said they had
1 O experienced at least one cyber incident or
(0l Dbreach in the past year while 15% didn’t know
how many times they had been targeted.

7D 7N

N7
)
N\

The median cost of all
$504,000 incidents and breaches.

Manufacturing sector bearing the most pain m
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Most common types of security breaches

2 g —

@ ==
Virus or worm infestation a . I
Business email compromise a
Distributed denial of service ﬁ
Ransomware infection e
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Lost equipment and sensitive data
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Response to cyber incident or breach
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M Security is being regularly evaluated
M Additional security or audit requirement adopted
M Increased spending on employee training
M Increased spending on crisis management

E:m 149, | Increased evaluation of cyber security measures by customers
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